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A quantum network of clocks
P. Kómár1†, E. M. Kessler1,2†, M. Bishof3, L. Jiang4, A. S. Sørensen5, J. Ye3 and M. D. Lukin1*

The development of precise atomic clocks plays an increasingly important role in modern society. Shared timing information
constitutes a key resource for navigation with a direct correspondence between timing accuracy and precision in applications
such as the Global Positioning System. By combining precision metrology and quantum networks, we propose a quantum,
cooperative protocol for operating a network of geographically remote optical atomic clocks. Using nonlocal entangled
states, we demonstrate an optimal utilization of global resources, and show that such a network can be operated near the
fundamental precision limit set by quantum theory. Furthermore, the internal structure of the network, combinedwith quantum
communication techniques, guarantees security both from internal and external threats. Realization of such a global quantum
network of clocks may allow construction of a real-time single international time scale (world clock) with unprecedented
stability and accuracy.

W ith the advances of highly phase coherent lasers, optical
atomic clocks containing multiple atoms have demon-
strated stability that reaches the standard quantum limit

(SQL) set by the available atom number and interrogation time1–3.
Reaching beyond the SQL, we stand to gain a significant im-
provement of clock performance by preparing atoms in quantum
correlated states (for example, spin squeezed states4,5). Here we
describe a new approach to maximize the performance of a network
composed of multiple clocks, allowing one to gain the advantage
of all resources available at each node. Several recent advances
in precision metrology and quantum science, along with future
improvements in quantum control, may put this approach within
reach. On the one hand, phase coherent optical links spanning the
entire visible spectrum have been demonstrated, with the capability
of delivering the most stable optical oscillator from one colour or
location to another6,7. On the other hand, quantum communication
and entanglement techniques are enabling distant quantum objects
to be connected in a quantum network8–10. Combining these two
technological frontiers, we show here that a distributed network
composed of quantum-limited clocks separated by large distances—
as appropriate, for example, for satellite-based clocks possibly op-
erated by different nations—can be operated as an ultimate ‘world
clock’, where all members combine their individual resources in a
quantum coherent way to achieve greater clock stability and dis-
tribute this international time scale in real time for all.

The distributed architecture allows each participant of the
network to profit from a stability of the local clock signal that is
enhanced by a factor proportional to the total number of parties
(as compared to an independent operation of the individual
clocks) without losing sovereignty or compromising security. This
cooperative gain strongly incentivizes joining the collaborative
network while retaining robustness against disruptions of
communication channels. On the one hand, the local clocks can be
used to identify and correct systematic errors originating from the
phase links. On the other hand, the nodes can fall back to relying on
the locally stabilized clocks if the phase links fail. We demonstrate
that by preparing quantum-correlated states of remote clocks,
the network can yield the best possible clock signal allowed by
quantum theory for the combined resources. Furthermore, enabled

through the use of quantum communication techniques, such a
network can be made secure, such that only parties contributing
to its operation enjoy the benefit of an ultra-precise clock signal.
Besides serving as a real-time clock for the international time
scale, the proposed quantum network also represents a large-scale
quantum sensor that can be used to probe the fundamental laws of
physics, including relativity and connections between space-time
and quantum physics.

The concept of a quantum clock network
Figure 1 illustrates the basic concept for the proposed quantum
clock network. We consider a set of K atomic clocks (constituting
the nodes of the network), each based on a large number of
atoms (clock qubits) serving as the frequency reference ω0 at
different geographical locations. In our approach, each clock has
its own independently operated local oscillator (LO), Ej(t)∝ eiνjt ,
with detuning δj = νj −ω0, (j= 1, 2, . . . ,K ). It keeps the time by
interrogating its qubits periodically, and uses the measurement
data to stabilize the LO frequency at the reference frequency of
the atomic transition. However, as opposed to the conventional
approach, we consider the situation in which each network node
allocates some of its qubits to form entangled states stretching
across all nodes. When interrogated within a properly designed
measurement scheme, such entangled network states provide ultra-
precise information about the deviation of the centre-of-mass
(COM) frequency νCOM=

∑
j νj/K of all local oscillators from the

atomic resonance.
Each clock cycle consists of three stages: preparation of the clock

atom state (initialization), interrogation by the LOs (measurement)
and correction of the laser frequency according to the measurement
outcome (feedback). In the further analysis, we assume, for
convenience, that in each interrogation cycle one of the nodes
plays the role of the centre, which initiates each Ramsey cycle and
collects the measurement data from the other nodes via classical
channels (Fig. 1b), as well as LO signals via optical links, to feedback
the COM signal. (The role of the centre can alternate to provide
extra security, see Supplementary Information.) This information,
in turn, can be used in a feedback cycle to yield a Heisenberg-
limited stability of the COM clock signal generated by the network,
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Figure 1 | The concept of world-wide quantum clock network. a, Illustration
of a cooperative clock operation protocol in which individual parties (for
example, satellite-based atomic clocks from di�erent countries) jointly
allocate their respective resources in a global network involving entangled
quantum states. This guarantees an optimal use of the global resources,
achieving an ultra-precise clock signal limited only by the fundamental
bounds of quantum metrology and, in addition, guaranteeing secure
distribution of the clock signal. b, In addition to locally operating the
individual clocks, the di�erent nodes (satellites) employ network-wide
entangled states to interrogate their respective local oscillators (LOs). The
acquired information is sent to a particular node, serving as a centre, where
it is used to stabilize a centre-of-mass mode of the di�erent LOs. This yields
an ultra-precise clock signal accessible to all network members.

which is subsequently distributed to the individual nodes in a secure
fashion. As a result, after a few cycles, the LOs corresponding to
each individual node achieve an accuracy and stability effectively
resulting from interrogating atoms in the entire network.

Preparation of network-wide entangled states
In the initialization stage of each clock cycle, entangled states
spanning across the nodes at different geographical positions of the
network are prepared. In the following, we describe exemplarily how
a single network-wide Greenburger–Horne–Zeilinger (GHZ) state
can be prepared. The entangled states employed in the proposed
quantum network protocol—which is described in the following
section—consist of products of GHZ states of different size. They
can be prepared by repetition of the protocol that we now describe.

For simplicity, we assume that each node j (j= 1, . . . ,K ) con-
tains an identical number n of clock qubits, which we label as
1j, 2j, . . . ,nj (in the Supplementary Information we discuss the case
where the nodes contain different numbers of clock qubits). Fur-
ther, we assume, for convenience, that the centre node (j= 1) has
access to an additional 2(K −1) ancilla qubits a2, . . . ,aK ,b2, . . . ,bK
besides the n clock atoms (a slightly more complicated procedure
allows one to refrain from the use of ancilla qubits, see Supple-
mentary Information). The entangling procedure starts at the cen-
tre with the creation of a fully entangled state of one half of the
ancilla qubits {bj}, and its first clock qubit 11. This can be real-
ized, for example, with a single qubit π/2-rotation (on qubit 11)

and a collective entangling operation, which is equivalent to a
series of CNOT gates11 (between 11 and each bj). The result is a
GHZ state, [|00 . . . 0〉11 ,b2 ,b3 ,...,bK + i|11 . . . 1〉11 ,b2 ,b3 ,...,bK ]/

√
2. In par-

allel, the centre uses the other half of the ancillas {aj} to cre-
ate single Einstein–Podolsky–Rosen (EPR) pairs with each node
j 6=1, either by directly sending flying qubits and converting them
to stationary qubits, or by using quantum repeater techniques to
prepare high-fidelity entanglement12. As a result of this procedure,
one part of the pair is stored at the centre node (qubit aj), while
the other one is stored at the jth node (qubit 1j), forming the states
[|00〉aj ,1j+|11〉aj ,1j ]/

√
2 for every j (see Fig. 2).

Next, the centre performs K − 1 separate Bell measurements
on its ancilla qubit pairs {(bj, aj)}. This teleports the state of qubit
bj to qubit 1j (j= 2, . . . , K ), up to a local single-qubit rotation,
which is performed after the measurement outcomes are sent to
the node via classical channels. The result of the teleportations is
a collective GHZ state [|00 . . . 0〉11 ,12 ,...,1K + i|11 . . . 1〉11 ,12 ,...,1K ]/

√
2,

stretching across the first qubits of all K nodes.
In the final step of entangling, all nodes (including the centre)

extend the entanglement to all of their remaining clock qubits. To
do this, each node j performs the collective entangling operation
mentioned before based on 1j and targeting qubits 2j, 3j, . . . ,nj. At the
end of the protocol the different nodes share a common GHZ state
[|0〉+ i|1〉]/

√
2, where |0〉 and |1〉 are product states of all qubits

{ij : i=1,2, . . . ,n, j=1,2, . . . ,K } being in |0〉 or |1〉, respectively. As
discussed below, in practice the entanglement distribution can be
done either via polarization- or frequency-entangled photons with
frequency difference in the microwave domain, in which case the
ancillary qubits involved in the entanglement distribution will be
different from the clock qubits. Typically, as part of the preparation
process, time delays arise between the initialization of different clock
qubits. Its detrimental effects can be entirely avoided by proper local
timing or prior preparation of entanglement, as discussed in the
Supplementary Information.

Interrogation
The use of entangled resources during the interrogation phase
enables an optimal use of the available resources via the following
procedure. Assume we have a total of Ñ qubits at our disposal
which are equally distributed between the K nodes (indexed
j=1, . . . ,K ) and prepared in a nonlocal GHZ state [|0〉+ i|1〉]/

√
2,

where |0 (1)〉≡ |0(1)〉⊗Ñ . During the interrogation time T , a clock
qubit at node j picks up a relative phase φj=δjT . Owing to the non-
local character of the state, these phases accumulate in the total state
of the atoms [|0〉+ ieiΦ |1〉]/

√
2, where the collective phase after the

interrogation time T is given as

Φ=

K∑
j=1

Ñ
K
φj= ÑδCOMT (1)

where δCOM= νCOM−ω0. To extract the phase information picked
up by the different GHZ states, the individual nodes j measure
their respective qubits in the x-basis, and evaluate the parity of
all measurement outcomes pj. Subsequently, the nodes send this
information to the centre node via a classical channel, where the
total parity p =

∏
j pj is evaluated, and the phase information

is extracted13,14. Note, that only the full set {pj|j = 1 . . . K }
contains information.

The proportionality with Ñ in equation (1) represents the
quantum enhancement in the estimation of δCOM. However, for
realistic laser noise spectra, this suggested enhancement is corrupted
by the increase of uncontrolled phase slips for a single GHZ
state15: whenever, after the Ramsey time T , the phase Φ—which
owing to the laser frequency fluctuations constitutes a random
variable itself—falls out of the interval [−π, π] the estimation
fails. This limitation restricts the maximal Ramsey time to values
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Figure 2 | Entangled state preparation between distant nodes. a, The
centre node (j= 1) initiates the initialization sequence by preparing a local
GHZ state across the qubits {bj}

K
j=2 and 11, as well as (K− 1) EPR pairs on

the qubit pairs {(aj, 1j)}
K
j=2. Quantum teleportation expands this GHZ state

to the first qubit within each of the individual nodes. b, Originating from the
teleported qubits, the nodes grow the GHZ state to involve all the desired
local qubits by employing local entangling operations. The procedure
results in common GHZ states over all atoms of the nodes.

T < (ÑγLO)−1, where γLO is the LO linewidth, preventing any
quantum gain in the estimation.

To circumvent this problem, we use entangled states consisting of
products of successively larger GHZ ensembles, see Supplementary
Information and ref. 16. In this approach, atoms are split into
several independent, shared groups. We write the number of the
first group of atoms as Ñ = 2M−1K , for some natural number M .
Furthermore, the network shares additional groups of atoms, each
containing 2jK (j= 0, . . . ,M − 2) equally distributed between the
nodes and prepared in GHZ states. Moreover, each node has a
small number of uncorrelated atoms interrogated by the LOs. Using
a protocol reminiscent of the phase estimation algorithm11,16,17,
measurement results from each level j allow one to directly assess
the bits Zj ∈ {0, 1} of the binary fraction representation of the
laser phase ΦLO= δCOMT =2π[(Z1−1)2−1+Z22−2+Z32−3 . . .] (see
Supplementary Section I.B for details). This yields an estimate
of ΦLO with Heisenberg-limited accuracy, up to a logarithmic
correction, see Supplementary Information:

1ΦLO=
8
π
log(N )/N (2)

even for Ramsey times beyond the limits of the laser frequency
fluctuations [T >(Ñγ −1LO )], where N represent the total number of
clock atoms employed in the scheme. The logarithmic correction
arises as a result of the number of particles required to realize this
(incoherent) version of the phase estimation algorithm.

Feedback
Themeasured value of the phaseΦLO, gives an estimate on the COM
detuning δ̃COM after each Ramsey cycle, which is subsequently used
by the centre node to stabilize the COM laser signal. To this end, the
centre generates the COM of the frequencies. Every node sends its
local oscillator field Ei to the centre via phase-stable optical links,
and the centre synthesizes the COM frequency νCOM by averaging
the νj frequencies with equal weights. This can be implemented via
the heterodyne beat of the local oscillator in the centre against each

incoming laser signal, resulting in K beat frequencies. Synthesizing
these beat frequencies allows the local oscillator of the central node
to phase track νCOM. The centre distributes the stabilized clock
signal to different members of the network by sending individual
error signals δ̃j= δ̃COM+ (νj−νCOM) to all nodes j, respectively, and
corrects its own LO as well, accordingly. Alternatively, the centre can
be operated to provide restricted feedback information to the nodes
(Supplementary Information).

Stability analysis
In this section, we demonstrate that the proposed quantum clock
network achieves the best clock signal allowed by quantum theory
for the available resources, that is the total atomnumber. To quantify
this cooperative gain, we compare networks of different types
(classical or quantum mechanical interrogation of the respective
LOs) and degrees of cooperation (no cooperation, classical, or
quantum cooperation).

First, we analyse the stability of the proposed quantum clock
network, corresponding to the case of quantum interrogation and
cooperation curve (a) in Fig. 3. In this case, the analysis resulting
in equation (2) suggests that near-Heisenberg-limited scaling with a
total atom number can be achieved for the entangled clock network.
In particular, for a given total particle number N and for averaging
times shorter than the timescale set by individual qubit noise
τ <1/(γiN ) (where γi is the atomic linewidth, the factor N results
from the enhanced decoherence of the entangled interrogation
state18), the network operation achieves a Heisenberg-limited Allan
deviation (ADEV) of the COM laser mode

σy(τ )∼

√
log(N )
ω0N

1
τ

(3)

up to small numerical corrections (see Supplementary Informa-
tion). The 1/τ scaling results from the effective cancellation of
the low-frequency part of the laser noise spectrum, achieved by
the cascaded protocol described above, possibly in combination
with additional stages of uncorrelated interrogations using varying
Ramsey times19,20; see ref. 16. This allows the cycle time T (which is
assumed to be equal to the interrogation time) to be extended to the
total available measurement time τ .

Eventually, for large averaging times τ > 1/(γiN ) the Ramsey
time becomes fundamentally limited by individual noise processes
that determine the atomic linewidth T ≤1/(γiN ). As a result, the
1/N scaling breaks down, and the ADEV returns to the square root
scaling with both the employed particle number and averaging time,

σy(τ )∼
1

ω0
√
N

√
γi

τ
(4)

up to constant numerical factors. Equation (4) results from
fundamental quantum metrological bounds21 (in the case of
dominating trap losses, the loss rate simply replaces γi in the above
formula), and represents the best conceivable clock stability in the
presence of individual particle decoherencewhich, in a network, can
only be achieved via cooperation. Independently operating a clock,
in contrast, can only achieve a stability scaling with the local number
of atoms (that is, σy(τ )∝

√
K/N ).

Figure 3 illustrates the comparison of an entangled clock network
with other approaches. A network in which the K nodes cooperate
classically (curve (b)), by locally measuring the individual phase
deviation φj, and combining the outcomes via classical channels,
outperforms individually operated clocks (curve (c)) by a factor of√
K (for both cases, assuming optimal quantum interrogation for

individual nodes16,22). The quantum network protocol (curve (a))
increases this cooperative advantage by an additional factor of√
K for short averaging times, while the ADEV converges to the
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Figure 3 | Performance of di�erent operation schemes. Comparison of the
achievable (rescaled) Allan deviation √

γLOτω0σy using clock networks of
di�erent types and degrees of cooperation. a, The proposed protocol
realizing quantum interrogation and cooperation (red). b, Quantum
interrogation and classical cooperation (blue). c, Quantum interrogation
and no cooperation (black). d, Classical interrogation and classical
cooperation (green). e, Classical interrogation and no cooperation (violet;
see text). The dotted base line represents the fundamental bound arising
from the finite width of the clock atoms transition (compare equation (4)).
This optimal stability can be attained only by cooperation between the
nodes. The fully quantum clock network (a) represents the optimal form of
cooperation, and reaches this boundary faster than any other operational
mode. Parameters are N= 1,000, K= 10,γi= 10−4γLO.

fundamental bound of equation (4) K times faster compared to
the case of classical cooperation (curve (b)). Although an optimal,
classical protocol (for example, refs 19,20), combined with classical
cooperation (curve (d)), eventually reaches the same stability, this
approach is atom-shot-noise limited, and hence its performance is
reduced by a factor of

√
N for short averaging times compared to

the quantum network protocol. Consequently, the optimal stability
(equation (4)) is reached at averaging times that are N times
longer than for the proposed quantum network. Naturally, all of
the above approaches are superior to a classical scheme without
cooperation (curve (e)).

As a specific example, we first consider ion clocks that can
currently achieve a stability of 2.8× 10−15 after 1 s of averaging
time23. The entangled states of up to 14 ions has already been
demonstrated24, as was the entanglement of remote ions25. We
consider a network of ten clocks, each containing ten ions. UsingAl+
(ω0= 2π× 1121THz, γi= 2π× 8mHz), we find that the quantum
cooperative protocol can reach 4 × 10−17 fractional frequency
uncertainty after 1 s. Larger improvements could potentially be
achieved by using, for example, Yb+ ions, owing to the long
coherence time (2.2×104 s) of its octupole clock transition.

The quantum gain could be even more pronounced for neutral
atomic clocks. For a network consisting of ten clocks similar to
the one operated in JILA (ref. 1), each containing 1,000 neutral
atoms with central frequency ω0 = 2π× 429 THz and linewidth
γi=2π×1mHz, the quantum cooperative scheme can achieve a
stability of ∼2 × 10−18 after 1s averaging, and is an order of
magnitude better than the best classical cooperative scheme. Future
advances, employing clock transitions with linewidths of a few
tens of µHz (such as erbium), could possibly allow for further
improvement, achieving fractional frequency uncertainty beyond
10−20 after τ ∼ 100 s. This level of stability is of the same order of
magnitude as the required sensitivity to successfully use the network
as a gravitational interferometer26.

So far we have assumed perfect operation and infinitely fast
entanglement distribution rates. In the Supplementary Information
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Figure 4 | Schematics of security countermeasures. a, The centre node can
choose to test any node j by teleporting a disentangled qubit with a certain
phase rotation. A properly operating node creates a local GHZ state
[|0〉+eiχ

|1〉]/
√

2 from the sent qubit, measures the parity of the GHZ state,
and sends the result to the centre. The measured parity holds information
on the phase φ′=χ+φ, where φ is the accumulated phase of the local
oscillator (LO) at the node. The centre verifies φ by comparing it with the
classically determined phase of the sent LO signal with respect to the
centre-of-mass signal. b, Eavesdropping can be prevented by prescribing
that only the non-stabilized LO signals are sent through classical channels
and encoding the radio frequency feedback signal with phase modulation
according to a shared secret key.

we analyse these assumption and find that the advantage of
our scheme persists provided that fidelity of the local collective
entangling27 (which creates a GHZ state of N/K qubits) exceeds
the threshold fidelity Fth, where 1−Fth∼1/(K logN ), and the EPR
sharing rate is higher than REPR∼ (logN )2γi. For the optical clock
example presented above, Fth ∼ 0.99, and REPR ∼ 1 Hz. Although
local operations with fidelity ∼0.95 have been realized for N ∼ 5
ions24, the errors in such operations increase with N , making this
realization more challenging.

Security
Anetworkwith such precise time-keeping capabilities can be subject
to both internal and external attacks. Effectively countering them is
crucial to establish a reliable ground for cooperation. We consider
the network secure if the implemented countermeasures can prevent
external parties from benefiting from the network (eavesdropping),
as well as effectively detect any malicious activities of any of the
members (sabotage).

Sabotage describes the situation where one of the nodes—
intended or unintended—operates in a damaging manner. For ex-
ample, one node could try sending false LO frequencies or wrong
measurement bits in the hope of corrupting the collective measure-
ment outcomes. To detect such malicious participants, the central
node can occasionally perform assessment tests of the different
nodes by teleporting an uncorrelated qubit state [|0〉+ eiχ |1〉]/

√
2,

where χ is a randomly chosen phase known only to the centre.
By checking for statistical discrepancies between the measurement
results and the detuning of the LO signal sent by the node under
scrutiny, the centre can rapidly and reliably determine whether the
particular node is operating properly (see Fig. 4a and Supplemen-
tary Information), however this strategy breaks down if multiple
sabotage attacks happen within a short time.
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Eavesdropping, that is, the unauthorized attempt to access the
stabilized νCOM frequency, can be prevented by encoding the classical
channels, over which the centre and the nodes exchange feedback
signals, using quantum key distribution protocols28. Our protocol
can keep the stabilized signal hidden from outsiders by mixing
the feedback signal with the LO signal at each node only after
the non-stabilized LO has been sent to the centre (Fig. 4b and
Supplementary Information). As a result, even if all LO signals
are intercepted, the eavesdropper is able to access only the non-
stabilized COM signal. Furthermore, the centre exclusively can
decode the measurement results sent by the individual nodes using
its own measurement outcomes as mentioned above. As a result,
the stabilized COM signal remains accessible exclusively to parties
involved in the collaboration.

Finally, we note that a distributed operation offers significant
security advantages over an alternative approach of having all
resources combined in one place from where the signal is
distributed. In case of a physical attack of the network, disabling the
centre or the communication links, the nodes can fall back to an
independent clock operation using their local resources.

Outlook
One of the advantages of the proposed quantum clock network
involves its ability to maintain and synchronize the time standards
across multiple parties in real-time. Unlike the current world time
standard, where the individual signals from different clocks are
averaged and communicated with a time delay (a so-called paper
clock), in our quantum clock network all participants have access to
the ultra-stable signal at any time. This makes it possible to measure
systematic errors of different clocks in real time,which in turn allows
one to correct them1, unlike in the case of the paper clock, which has
to rely on the retrospectively averaged time signals (Supplementary
Information). The enhanced stability of the network signal hereby
allows longer Ramsey times in the control measurements used
to determine the systematics of the single clock. Furthermore, by
having full access to their local clocks, the different parties keep their
full sovereignty and ensure security, as opposed to a joint operation
of a single clock.

Realization of the full-scale network of the type described here
will require a number of technological advances in both metrology
and experimental quantum information science. The remote
entanglement can be implemented by using recently demonstrated
techniques for individual atom–photon entanglement29–33. Because
the teleportation protocol requires quantum links capable of
sharing EPR pairs with sufficiently high repetition rate and
fidelity, entanglement purification34 and quantum repeater
techniques12 will probably be required. In practice, qubits used for
entanglement distribution may not be ideal for clocks. However,
as noted previously, remote entanglement does not need to involve
coherent qubits at optical frequencies (for example, polarization
entanglement can be used). In such a case, the use of hybrid
approaches, combining different systems for entanglement and
local clock operations, may be warranted. Similarly, signals from
clocks employing different transition frequencies can be coherently
connected by frequency combs, allowing clocks with different clock
qubits to participate. It might also be interesting to explore if high-
fidelity entangled EPR pairs can be used to create remote entangled
states of spin-squeezed type4,35,36, or by following the proposed
approach for cat state preparation in atomic ensembles37, or using
collective interactions (such as ref. 27) and repetitive teleportation38.
Furthermore, although space-based communication networks will
be capable of maintaining optical phase coherence for the links
between clocks, we note that establishing ground-space coherent
optical links remains a technical challenge and requires an intense
research effort which has recently started39. Finally, if the entire
network is spanned by satellites in space, the on-board local

oscillators can further benefit from the much lower noise level
compared to ground-based clocks.

If realized, such a quantum network of clocks can have important
scientific, technological and social consequences. Besides creating
a world platform for time and frequency metrology, such a
networkmay find important applications in a range of technological
advances for earth science40, precise navigation of autonomous
vehicles and space probes (requiring high refresh rate), and in the
testing of and search for fundamental laws of nature, including
relativity and the connection between quantum and gravitational
physics26,41–43. To explore these exciting applications one can either
use the excellent common frequency reference generated by the
clock network, or, alternatively, prepare modified collective states
of different nodes that can directly measure the specific signal
under study.
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